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1 |Introduction 

Recently, there has been a great development in healthcare services, and in the future, it is expected to evolve 

even more. The incorporation of the latest technologies, such as modern sensors, networks and cloud 

computing, has revolutionized the traditional healthcare system, one of the most important of these Updates 

electronic medical records that are a substitute for paper records. 
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Background: Recently, there has been a great development in healthcare services, and in the future, it is expected to 

evolve even more. The incorporation of the latest technologies, such as modern sensors, networks and cloud 

computing, has revolutionized the traditional healthcare system, one of the most important of these Updates electronic 

medical records that are a substitute for paper records. Objectives: This paper presents a systematic study of the 

recent literature on privacy issues faced by electronic medical records (EMR), through which we provide a 

comprehensive review, analysis and synthesis of research published in the past five years. Methodology: We collected 

relevant literature published between 2016 and 2021 and reviewed the approved issues, research problems, manuscript 

scopes, research methodologies, and main findings. 29 studies yielded our final extracted cohort. Conclusions: Using 

the objective analysis of the extracted cohort, we present a research typology that summarizes the major EMR privacy 

issues of relevant recent research in this field. 
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Electronic medical records (EMR) systems are electronic records that contain health information associated 

with patients who attend medical institutions and clinics for the purpose of treatment for various diseases. 

These records are created and managed by patients, physicians, and authorized personnel within medical 

institutions and clinics, and these records provide many benefits to patients, physicians, medical institutions, 

and clinics [1]. Electronic medical records can facilitate the workflow process and improve the quality of 

medical services provided to patients. Despite these benefits, there are, in turn, some negatives and fears from 

the adoption of these medical records, especially by patients, and the lack of mastery of their use by doctors 

and health care providers [2]. 

In view of the benefits of electronic medical records in the health care process, in 2003 the Institute of 

Medicine issued eight major functions that must be provided by electronic medical records. 

1. The ability of the doctor to access various patient information. 

2. The ability to access the results of new and previous examinations. 

3. The ability to enter an electronic provider request. 

4. Electronic decision support systems. 

5. The ability to communicate electronically between doctors and patients. 

6. A patient's ability to access electronic health records. 

7. Introducing electronic management. 

8. The ability to store electronic data. 

Electronic medical records have developed rapidly in line with the development of technology around the 

world, and this would create a gap and ethical challenges associated with the use of electronic medical records 

[3], including privacy and data protection [4-7]. 

It is critical to implement electronic medical records in any country in the world to promote an excellent 

healthcare delivery system. To fully enjoy electronic medical records services, it is very important and 

necessary to put in place the required security and privacy mechanisms to prevent any form of security breach 

and vulnerability. We were able to review the literature on the security and privacy of electronic medical 

records and identify issues in current systems, in order to have an effective solution for electronic medical 

records. 

In this study we aim to answer the following research questions:   

RQ1: What are the gaps in the current EMR?     

RQ2: What issues of privacy and security currently exist in EMR? 

To answer the research questions above, we conducted a systematic review of the literature to determine the 

research papers concerned with EMR. To reach this goal, we followed the methodology of reviewing the 

systematic literature proposed by [8], and [9] in their methodology. The systematic review process consists of 

three stages: planning for the systematic review, conducting a systematic review, and extracting and 

synthesizing data. 

As a result of this systematic review, it consisted of answers to questions about EMR, and what issues 

remained unresolved and need further research. We also highlight and focus on the main restrictions of 

current EMR to guide future research by providing a road map and a set of new research questions. 

The results of this systematic multi-dimensional review will enable researchers, academics and technologists 

in the field of healthcare to understand research guide their path in future research in this field, we suggest a 

classification in which we present the issues of privacy and security. 



 Privacy Issues in Electronic Medical Records: A Systematic Review 

 

33

 

  
2 |Related Work 

In this study [10], the authors examined the Health Insurance Transfer and Accountability Act (HIPAA) of 

1996 to reveal its impact on the functioning of health institutions. It turns out that the HIPAA system contains 

five complex addresses. However, aspects of the known HIPAA are the privacy ones for electronic medical 

records. HIPAA provides a set of Protected Health Information (PHI) databases and information that is 

most in need of protection. HIPAA offers the privacy and protection of the privacy of health information in 

electronic health records. 

In this paper [11], the authors' goal was to verify the security and privacy of electronic health care records, so 

they identified the basic components of electronic health records: health data, medical devices, medical 

networks, and the cloud. The authors reviewed literature looking at the privacy of EHRs concerned with each 

component of the EHR. The results we obtained are search rankings, security concerns, requirements, 

solutions, research trends, and challenges for components with strengths and weaknesses. 

The aim of this study [12] was to review relevant research to reveal the most important ethical, legal, and 

social issues when research uses electronic health records for individuals with intellectual disabilities. The 

authors reviewed relevant research to reveal issues associated with the use of electronic health records. This 

review resulted in 59 papers that summarize the following: informed consent, privacy and security, return 

outcomes, and vulnerable populations. 

The aim of this research [13] was to compare the policies and infrastructures of healthcare information 

technology for two countries: the United States and the United Kingdom. The paper focuses on electronic 

health record (EHR) systems, and the security and privacy of health care information. The authors did a 

review of the health care literature. It was found that despite the increasing use of electronic health records 

in the United States and the United Kingdom, the two countries face significant obstacles in the operation of 

electronic health record systems in the country. To ensure patient safety, operational standards that ensure 

easy communication between different systems and appropriate security and privacy orders for data 

collection, data processing and data sharing. 

In this paper [14], the authors provide a systematic literature review of blockchain approaches to electronic 

health records, focusing on security and privacy issues. The authors provide basic knowledge associated with 

electronic health records and the blockchain. Blockchain has demonstrated tremendous capabilities in the 

development of traditional healthcare. 

3 |Research Methodology 

Systematic review process according to the research methodology in [15, 16]. Figure 1 shows the three stages 

of the methodology and its steps. The planning process of the review was aimed at defining the research goals 

and the expected results. In this study, we have reviewed published articles about the issues of EMR; we have 

also developed a thematic classification for research and provided guidance for future research in this field. 



   Alkhatib et al. | Multicriteria. Algo. Appl. 3 (2024) 32-41 

 

33 

 

Figure 1. Stages of the methodology and its steps. 

 

Our aim from the second stage, conducting the review, was to conduct a comprehensive search of all research 

results and unbiased literature, based on many research rules, to define a set of articles to be reviewed. These 

rules include specifying the keywords that will be used to search for articles and specifying the databases to 

search for. We decided to research three of the most well-known and quality databases in health informatics: 

PubMed, ScienceDirect, and Google scholar. The extent of years of publication has been determined to be 

covered; we targeted research published between 2016 and 2021. 

Then, we defined search terms and keywords were initially selected based on research and included the privacy 

in electronic medical records. During this initial search, we noticed that the basic concept of research has 

multiple synonyms in different databases because the names differ, some researchers use the term electronic 

medical records, and others use the term EMR. Therefore, to ensure that we will obtain an accurate and 

comprehensive list of papers related to our issues from the mentioned databases, we have arranged search 

terms and keywords in several different search strings that can operate on all databases. We compiled the 

outputs of this search into an Excel spreadsheet, to give an initial set of 2236 published workbooks used for 

further analysis as shown in Figure 2. In the next stage, we defined and formulated the criteria for inclusion 

and exclusion. We reached the following criteria: 

i. The set of documents should only include studies published in the English language. 

ii. The group should also include research articles and conference proceedings. 

iii. We have reviewed titles and summaries using our selection rules related to the content. 

iv. We reviewed the full text using our selection rules related to the content, and 29 articles and 

procedure papers were used for further analysis by extracting data. 
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Figure 2. Number of articles in each stage based on inclusion and exclusion criteria. 

 

We conducted the research selection process and at the end of this process, we found 29 research articles that 

meet the search criteria that we set, through which we will try to find the answer to our research questions. 

Then, we moved on to extracting data for synthesis. The main goal of the data extraction process was to 

examine the elements in the final group that serve our research goals and research questions and record the 

features of their interest. The goal of data synthesis is to make a summary of the articles we have come up 

with, extract the results we need, and combine them to reach our goals. 

4 | Results 

After selecting a group of 29 articles based on the inclusion and exclusion criteria mentioned above, we moved 

to extracting and synthesizing data, to achieve the goal of this research and to provide answers to the research 

questions.  

Data extraction we collected a set of 29 articles to extract the data. Emphasis was placed on the research 

problem and objectives. Data extraction helped us conduct an in-depth review of current research to answer 

research questions correctly and clearly, the articles were reviewed separately. The selected studies were 

published in our group between 2016 and 2021. 

Thematic analysis summary based on the thematic analysis of 29 article studies, we identified seven issues of 

privacy of EMR. Using the aggregate narration approach, we provided a brief description of each theme. 

Below is a summary of the main results for each issue: 

4.1 | Breaches Data, Cyber-Attacks 

With the technological progress in the field of health care and the use of the Internet to provide service and 

care for patients, it is better to publish electronic health records services via the cloud, but there are issues 

and problems related to the security and privacy of health data, and the spread of the problem of data 

penetration has made sharing health data practical Difficult.  

It is worth noting some of the various data breaches, including health data, such as Denial of Service (DoS) 

attacks, collusion attacks, spoofing, man-in-middle attacks, and cloud malware injection attacks [14/13sch]. 

There are many requirements to ensure the security and privacy of health data, such as the Health Insurance 

Portability and Accountability Act (HIPAA).  



   Alkhatib et al. | Multicriteria. Algo. Appl. 3 (2024) 32-41 

 

33 

One of the services provided by electronic medical records is the immediate query and request an exchange 

of data, but it leads to the problem of the unauthorized use, access, and disclosure of patients' private data, 

and this creates problems related to the security and privacy of patients. 

4.2 | Privacy Protection 

The concept of patient privacy is a dynamic and sensitive one that is clear and consistent with privacy issues 

across studies. There is a contradiction that makes it difficult to describe patients' requirements for privacy. 

The fear of privacy has decreased since 2010, particularly in the use of Protected Health Data [3sec]. This 

indicator directs us to the question of how the concept of privacy of health data in patients might change. 

Therefore, the focus could be on protecting personal privacy in electronic medical records. However, patients' 

requirements for privacy cannot be met using simple methods such as anonymization or security protocols. 

4.3 | Unauthorized Access 

Query and exchange of health data from electronic medical records to improve medical services, but it creates 

opportunities for unauthorized use of patient data, affecting the security and privacy of electronic medical 

records. Unauthorized use can have an impact on patients' families if their genetic data is included in the 

records. With electronic medical records, data transmission can easily cause records infringement. Violations 

may occur due to errors in the professional conduct of those authorized to use the records, such as inquiring 

about the results of examinations for a family member. Strict usage restriction policies in controlling access 

to private data can help maintain privacy. 

4.4 | Trust 

The Trust has an important role in increasing the effectiveness of electronic medical records while maintaining 

data where it is trustworthy and ensures an easy workflow. Meeting the requirements of security and privacy 

leads to creating and increasing the confidence of patients, doctors and others who use electronic medical 

records, and this leads to the success of these records and achieving the goal of using them instead of paper 

records. 

4.5 | Personality Data 

The biggest challenge in health care systems supported in the penetration or access to personal and sensitive 

data. Systems may be vulnerable to cyber-attacks and identity theft and personal data. To limit access to 

sensitive or personal data, it is better to encrypt personal data in the cloud, as this method can prevent access 

to this data. It is also possible to anonymize patients in electronic medical records, this method can ensure 

the privacy of patients' personal data, so that other data will not be usable for secondary use. 

4.6 | Secondary Use 

The use of electronic medical records creates privacy and security issues. The use of this data for secondary 

purposes threatens the privacy of electronic medical records. Electronic medical records enable healthcare 

providers to seamlessly access and share medical data. It is worth noting that the use of secondary electronic 

medical records and access to personal data affects the privacy of patients and electronic medical records. 

4.7 | The Lack of Harmonized Policies and Common Standards Worldwide 

The privacy and security of electronic medical records are one of the main issues facing the adoption of 

electronic medical records. Despite this, there are challenges in the implementation of electronic medical 

records for patients, and among these challenges is the lack of international policies and common standards 

between countries, and this creates a difficult challenge for security among medical organizations. 
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We have developed a classification of the most important issues related to the privacy of electronic medical 

records. Based on the issues studied by the most research described above, we have developed the 

classification of privacy issues (see Figure 3). There was no study that looked at all the issues facing the medical 

health records examined from 2016 to 2021. The objective of this classification is to provide a comprehensive 

reference model that helps researchers understand the focus of current issues. 

To develop the classification, we first extracted seven major privacy issues for electronic medical records from 

the research cohort, as described previously. We grouped and categorized relevant and similar studies under 

one topic. 

 
Figure 3. The main privacy issues of EMR. 

 

In Table 1, we present a summary of the issues that have been studied through previous studies, with the 

special citation including the study that investigated this issue. 

Table 1. Summary of privacy issues with papers. 

Privacy Issues Paper  

Breaches data, cyber-attacks [17][18][19][20] [21][22][23] 

Privacy Protection [24][25][26][27] 

Unauthorized Access [28][29][17][19][31][32] 

Trust [33] [34][35] 

Personality Data  [3][36][37][38] [39] 

Secondary Use [30][40][41] [42] 

The lack of harmonized policies and 

common standards worldwide 

[43] 

 

5 | Conclusion 

The primary objective of our study was to perform a systematic review of the literature on EMR privacy 

issues in order to arrive at an answer to the research questions RQ1 and RQ2. This paper is an example of an 

application for a systematic literature review that guides future researchers in the privacy and security of 

electronic medical records. We objectively analyzed the current set of papers examining electronic medical 

record privacy issues and categorized seven major privacy issues, which were identified through this research 

together with the papers that were each studied. We believe that research and attention to these issues can 
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help provide more effective electronic medical record systems to provide appropriate medical care to patients. 

We suggest that there is a need for more research, regulations, and laws governing electronic medical records 

before they are issued to healthcare institutions in general to ensure their effectiveness in helping to provide 

health care services. We believe this work provides a major step forward in understanding the issues facing 

electronic medical records. 
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